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FINANCE AND BANKING

Case Study

https://www.cyberwissen.net/en-gb/
https://www.cyberwissen.net/en-gb
https://www.cyberwissen.net/en-gb/get-started/
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Commerzbank AG is a major German bank operating as a universal bank, headquartered in

Frankfurt am Main. In the 2019 financial year, the bank was the second largest in Germany by

the total value of its balance sheet. The bank is today present in more than 50 countries

around the world and provides almost a third of Germany’s trade finance. In 2017, it handled 13

million customers in Germany and 5 million customers in Central and Eastern Europe.

Business Challenge

As Germany’s second largest bank, Commerzbank preventative measures and raising

awareness of cyber-attacks to employees, vendors, protecting data breach,

preventing misuse and fake identify.

Our Solutions

Use application integration to consolidate, optimise data and workflows between

multiple applications, we helps business to control and secure their owned channel

and management access from all devices. Also monitoring and reviewing the system’s

audit logs and ensures security policies are applied.

Benefits

– Help secure users and data with a conscious

approach to cybersecurity awareness
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– 88% improvement in reduction of Cyber- attacks Facilitates registration,

provisioning and

– updates through a centralised web-based portal

MAJOR EUROPEAN BANK
ORGANIZATION

Our client is the prime component of the Eurosystem as well as one of seven institutions of the

European Union. The banks is located in Europe It is one of the world’s most important central

banks. This is one of the major banks in European Union countries which have adopted the

euro. Their main task is to maintain price stability in the euro area and so preserve the

purchasing power of the single currency.

Business Challenge

The bank was looking for a solution to manage their security operations 24×7. In

addition, they wanted  to upgrade their existing security architecture with a efficient

cost, so they wished to include building IT Security policy, Standard Operating

Procedures (SOPs) and other security system technologies.
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Our Solutions

Biometric and Physical Network Security Design, Implementation, and Integration:

– Assess physical security system technology

implementations and impact of business operations,

system architectures and employee workflows.

– Assure the availability and uptime of security systems.

– Support development and improvement of client’s

long-term security system technology infrastructure.

– Test, program, and commission new security system

devices and inspect installations for quality.

– Manage maintenance of installed technical devices

and systems and integrate.

Benefits

The Client now has complete network access control to security maintaining

system for visibility and assessing its posture.


Having IT Security policy and SOPs with customise for their businesses

Protecting physical access to all network component and reduce business threat

through Biometric and Physical Cybersecurity solutions


Our Solutions
IT Policy And Maintaining Service:

– Collaborate with operations, production, security,

and other internal teams to identify, understand,

and address their needs with technical security

solutions.

– Design and Draft IT Security policy and SOPs.

Identify opportunities to improve performance

and reduce cost with physical security

technology.

– Maintain documentation and prepare reports for

global security leadership and other key



25/01/2024, 09:09 Case Study - CyberWissen

5/7

stakeholders.

CyberWissen's Eligibilities

– High qualification in industry certifications:

CISSP, CCDE/P, CCIE, CCNP, SSCP, PMP.

– Plus, over 10 years working experiences in

Information Systems and Security.

– IT audit, internal controls and external

regulatory compliance including PCI, GDPR,

ISO27001, SOC2)

Success In Cybersecurity
If knowledge is power, then good identity management is the power to protect your

organisation. With an effective identity management strategy, you will be able to identify the

device, the person, the location, the time of day, and the resource, and determine if access is

granted or denied.

The key to a successful cybersecurity strategy is balancing your organisation’s ability to

operate successfully while protecting your critical information assets. As a modern security

provider, we work with you to protect your business, reduce risk to acceptable levels, and fulfil

compliance obligations (such as GDPR, SO 27001, ISO 27002, and SOC) cost-effectively.

Our Managed Services o�ering allows you to bene�t from proactive support – outsourcing one 

or all your needs to an ISO certi�ed, roundthe- clock, monitored service desk.

CUSTOMER TESTIMONIAL
Our future Services on mobile app will make the everyday lives of our 

clients easier, ensuring their data and communication is secure and 

safe they can access their services at peace of mind knowing they are 

protected from hackers and for all services anytime and anywhere. 

With CyberWissen, we can scale our services on-demand on a secure 

and robust platform, giving us the freedom to focus on our 

customers’ needs, which will help accelerate digital transformation in 

our markets.

Heiko Burdack

https://www.cyberwissen.net/en-gb/get-started/
mailto:sales@cyberwissen.net



